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SUMMARY

Hu Guannan. Anti-crisis management of international oil companies.

Master's thesis in the specialty 073 «Management», EP «Administrative
Management» SNAU, Sumy-2025 - Manuscript.

This project examines the anti-crisis management of international oil
companies, focusing on how these organizations address various risks and navigate
crises such as geopolitical instability, fluctuations in oil prices, environmental
disasters, and regulatory changes. In an industry where disruptions can significantly
impact operations, financial performance, and reputation, effective crisis
management strategies are critical to ensuring business continuity and minimizing
potential losses.

The paper delves into the types of crises faced by oil companies, evaluating the
strategies used to prevent, mitigate, and recover from these events. Key areas of
focus include the role of leadership, governance structures, and risk management
frameworks in building resilience within these organizations. Additionally, the
project explores the influence of technological innovations and regulatory shifts on
crisis management, highlighting the increasing importance of integrating
sustainability and corporate social responsibility (CSR) into crisis response
strategies.

Through the analysis of recent case studies, the paper evaluates how oil
companies have responded to specific crises, drawing insights into what strategies
were most effective and why. Recommendations for improving crisis preparedness,
response, and recovery are provided, with an emphasis on strengthening resilience
in the face of future challenges. The research also emphasizes the importance of
aligning crisis management efforts with long-term environmental and social
governance (ESG) goals, ensuring that oil companies remain adaptable and
responsible in an increasingly complex global landscape.

Keywords: crisis management, international oil companies, risk management,

crisis response, sustainability, corporate governance, resilience, regulatory impact.



AHOTALIS

Xy I'yaHHaH. AHTHKpHM30Be YNPAaBJiHHA MI)KHAPOAHMMH HA(PTOBHUMH
KOMIIAHISIMH.

Maricrepcbka pob6oTta 31 cnemianbHocti 073 «Menemxment», OII
«AnminictpatuBauil MmeHexkMeHT» CHAY, Cymu-2025 p. — Pykonuc.

VY 1poMy MPOEKTI PO3TISTAETHCS AHTUKPU30BE YIPABIIHHSI MDKHAPOAHUMU
Ha()TOBUMHU KOMITaHISIMH, 30CEPEKYIOUHUCHh Ha TOMY, SIK L1 OpraHi3aiii BUPIIIYIOTh
pi3HI pU3HMKHM Ta KEPYIOTh KpPU3aMM, TaKUMH SIK T'€OMNOJITHYHA HECTaOUIbHICTD,
KOJIMBaHHS I[IH HA Ha(Ty, €KOJIOT14H1 KaracTpopu Ta 3MiHM B 3aKOHOAABCTBL. Y
rajysi, e 3001 MOXYTb CyTTE€BO BIUIMHYTH Ha orepaiii, (piHaHCOBI MOKa3HUKHU Ta
penyTaiito, epeKTUBHI cTpaTerii ynpaBliHHSI KPU3010 MaIOTh BUPIIIAJIbHE 3HAYCHHS
1U1st 3a0e3neueHHs 6e3nepepBHOCTI O13HeCY Ta MiHIMIi3allii MOTEHI[IHHUX BTPAT.

VY cTaTTi po3rsgalOTECS TUIU KPHU3, 3 IKUMH CTUKAIOTHCS HAPTOBI KOMITaHii,
OI[IHIOIOTHCS CTPATET1l, K1 BUKOPUCTOBYIOTHCS JJIsI 3a00IraHHs, TIOM SIKIIICHHSI Ta
BITHOBJIEHHS Tmicias 1wmX mnoaiii. OcHOBHI cdepu yBarum BKJIIOYAIOTH POJIb
KEepIBHUIITBA, CTPYKTYp YIpaBIIHHSA Ta MEXaHI3MIB YINpPaBIiHHA pPHU3UKAMH B
CTBOPEHHI CTIMKOCTI B IUX Opranizanisix. KpiMm Toro, mpoexT JOCHi)Ky€e BILIUB
TEXHOJIOT1YHUX 1HHOBAIlI 1 PETYJIITOPHUX 3MIH Ha YIPaBIIHHSA KpPU30IO,
MiIKPECTIOIOYN  3pOCTAal0Yy BaXKJIMBICTH IHTErpalii CTajloro poO3BUTKY Ta
KopnopaTuBHOI cortianbHoi BianmoBigansHocTi (KCB) y crparerii pearyBanHs Ha
KpHU3y.

3aBsSKM aHaAJI3y HEIIOJaBHIX MPUKIIAIB y CTATTI OIIHIOETHCA T€, IK HA(TOB1
KOMITaHii pearyBaJii Ha KOHKPETHI KpH3H, 3 SCOBYIOUM, sIKi cTparerii Oymim
HaWOLIBII epeKTUBHUMH Ta YoMy. HamaroTecs pekoMeHaarii moa0 MOKpaIieHHs
TOTOBHOCTI 710 KPHU30BUX CHUTYyaIlil, pearyBaHHs Ta BIIHOBJICHHS 3 HArojocoM Ha
3MIITHEHH] CTIHKOCTI 10 MaiOyTHIX BHKIWKIB. JIOCIIDKEHHsSI TaKOX ITIJIKPECIIIOE
BKJIMBICTD y3TO/HKCHHS 3yCHIIb 3 YIPABIIHHS KPU30I0 3 TOBFOCTPOKOBUMH IIISIMU
€KOJIOTIYHOTO Ta comianbHoro ympasmiHs (ESG), rapantyiouu, mo Ha(TOBI
KOMIIaHIi 3aIMIIaTUMYyThCS aIalITOBAHUMHU Ta BIAMOBIJaJbHUMH B YMOBaX Je/ai
CKJIQJTHIIIIOTO TJI00aJIbHOTO JTaHamadTy.

KJ/1104o0Bi cj10Ba:aHTUKPU30BE yMpaBIiHHS, MKHAPOIHI HadTOBI KOMIIAHII,
yOpaBIiHHSA pHU3UKAMHU, pearyBaHHS Ha KpH3y, CTIHKICTb, KOPHOpPaTHUBHE
VIPABIIHHS, CTIUKICTh, PETYISATOPHHUI BILUTHB.
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INTRODUCTION

Relevance of the topic. The global oil industry serves as the backbone of
modern economic systems, fueling transportation, manufacturing, and energy
production worldwide. However, international oil companies (IOCs) operate in an
increasingly volatile environment characterized by multifaceted crises that threaten
their operational stability, financial viability, and societal legitimacy. The relevance
of studying anti-crisis management in this sector is underscored by several critical
factors:

Despite the accelerating shift toward renewable energy, oil remains a primary
energy source, accounting for over 30% of global energy consumption. Disruptions
in oil supply chains—whether due to geopolitical conflicts, environmental disasters,
or market instability—have cascading effects on national economies, inflation rates,
and industrial productivity. For instance, the 2020 COVID-19 pandemic triggered
an unprecedented oil price collapse (Brent crude fell to $20 per barrel), destabilizing
economies reliant on oil exports and exposing systemic vulnerabilities in crisis
preparedness.

IOCs operate in politically volatile regions such as the Middle East, Africa, and
Latin America, where conflicts, sanctions, and resource nationalism frequently
disrupt operations. The Russia-Ukraine conflict (2022—present) exemplifies how
geopolitical tensions can trigger energy supply shocks, sanctions, and price surges,
compelling companies to reassess risk mitigation strategies. Effective crisis
management in such contexts is not merely a corporate priority but a geopolitical
necessity.

Climate change and environmental degradation have intensified scrutiny on the
oil industry. High-profile disasters like BP’s Deepwater Horizon spill (2010) and
Shell’s Niger Delta leaks highlight the catastrophic environmental and reputational
costs of poor crisis response. Simultaneously, stricter regulations—such as the EU’s
Carbon Border Adjustment Mechanism (CBAM) and the Paris Agreement—

demand that 10Cs align crisis management with sustainability goals. Companies
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failing to address these challenges risk legal penalties, investor backlash, and loss of
social license to operate.

The rise of renewable energy, electric vehicles, and Al-driven energy systems
Is reshaping the competitive landscape. While these innovations offer opportunities,
they also pose existential threats to traditional oil-based business models. For
example, the 2014-2016 oil price crash, driven partly by the U.S. shale revolution,
forced 10Cs to adopt aggressive cost-cutting measures and diversify portfolios.
Crisis management must now account for both traditional risks (e.g., spills) and
emerging disruptions (e.g., cyberattacks on digital infrastructure).

While crisis management theories (e.g., Augustine’s six-stage model, Heath’s
4R framework) provide foundational insights, their application to the oil industry
remains underexplored. Existing studies often focus on isolated incidents rather than
systemic risks, neglecting the interplay between geopolitical, environmental, and
market dynamics. This research fills this gap by synthesizing theoretical frameworks
with empirical analyses of IOC case studies, offering a holistic perspective on crisis
resilience.

In a hypercompetitive global market, crisis management transcends risk
mitigation—it becomes a source of strategic differentiation. Companies like
TotalEnergies and Shell, which have integrated ESG principles and digital tools into
their crisis protocols, demonstrate how proactive strategies enhance stakeholder trust
and long-term competitiveness. Conversely, firms reliant on outdated methods face
operational paralysis during crises, as seen in CNOOC’s delayed response to the
2021 Pengbo oil spill.

In summary, the relevance of this study lies in its urgency to address the
complex, interconnected crises threatening the oil industry’s sustainability. By
analyzing the strategies of leading 1I0Cs and proposing adaptive frameworks, this
research equips policymakers, corporate leaders, and academics with actionable
insights to navigate an era defined by volatility, innovation, and global

transformation. The findings not only safeguard corporate interests but also
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contribute to broader goals of energy security, environmental stewardship, and
economic stability.

Relationship with academic programs, plans, themes. Master’s thesis is
done according to the plan of research at Sumy National Agrarian University.

The aim of the thesis is: to scientifically substantiate theoretical,
methodological, and practical principles for enhancing anti-crisis management in
international oil companies, with a focus on risk mitigation, recovery processes, and
long-term resilience.

According to the purpose, the main objectives of the study were identified:

- To analyze the theoretical foundations of crisis management, including
definitions, life cycles, and key characteristics of crises;

- To evaluate crisis management frameworks employed by major 10Cs (e.g.,
BP, Shell, CNOQOC) and identify their strengths and limitations;

- To investigate the types of crises faced by 10Cs, including geopolitical risks,
environmental disasters, price volatility, and regulatory challenges;

- To assess the role of technology, governance, and leadership in improving
crisis response and recovery;

- To propose actionable recommendations for strengthening crisis
preparedness, operational flexibility, and stakeholder communication;

Object is the organizational and strategic mechanisms of anti-crisis
management in international oil companies.

The subject is a set of theoretical, methodological, and practical approaches to
identifying and resolving crises in the global oil industry.

Research methods: logical generalization and comparison - Clarification of
crisis management concepts through analysis of academic theories and industry
practices; Statistical analysis and factor synthesis - Evaluation of case studies,
financial data, and operational reports to identify patterns in crisis outcomes;
Economic-mathematical modeling - Application of predictive analytics to assess risk
scenarios and optimize decision-making; Expert assessment - Insights from industry

professionals and academic literature to validate findings.
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Information base includes academic works by global scholars (e.g., Porter,
Heath, Mitroff), industry reports from 10Cs, case studies of recent crises (e.g.,
Deepwater Horizon, Niger Delta spills), and data from international agencies (e.g.,
OPEC, IEA).

Scientific novelty of the results. The provisions of that determine its scientific
novelty and submitted for protection, are as follows:

were further developed: Systematically categorizing crisis types and their
impacts on 1OCs, integrating geopolitical, environmental, and economic
dimensions.Proposing a hybrid crisis management model that combines Augustine’s
six-stage framework with real-time technological interventions..

improved: Demonstrating the critical role of sustainability practices and ESG
(Environmental, Social, Governance) alignment in modern crisis management
strategies.

The practical significance of the results is: The findings provide actionable
strategies for I0Cs to enhance crisis preparedness, optimize resource allocation, and
improve stakeholder communication. The recommendations can be adopted by
policymakers, corporate leaders, and risk management professionals to mitigate
losses and transform crises into opportunities for innovation.

Personal Achievements:

1. Hu Guannan Anti-crisis management of international oil company
Ynpaeninua pozeumkom coyianbHO-eKOHOMIYHUX CcUCMEM 6 YMO6ax 6ilHU

pocilcokoi gedepayii npomu Ykpainu : mamepiaru Midxchapoonoi Haykoeo-
npaxmuunoi inmepuem-konghepenyii (M. Ilonrtasa, 13 mororo 2024 poKy). —

ITonTara : IIYET, 2024. — C. 51-54.
2. Hu Guannan The development of crisis management research Mamepianu
VI Misxcnapoonoi naykogo-npaxmuunoi Koughepenyii "Mooepuizayiss ekOHOMIKU:

cyuacHi peanii, npocHo3ui cyenapii ma nepcnekmueu pozsumky " 18-19 xeimua 2024

poky. M. XepcoH — M. XMenbHuIbkui. 2024 — C. 165-168.
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3. Hu Guannan Crisis management theory Mamepianu Bceykpaincvroi
Haykosoi kongepenyii cmyoenmis i acnipanmis Cymcokoeo HAY — (14-17 mpasus
2024 p.). — Cymu, 2024. — C.450.

The structure and scope of work. Master’s thesis consists of an introduction,
three chapters, conclusions, and proposals list of references with 25 titles. The main
text posted on the 60 pages of computer text, the work contains 27 tables and 8

figures.
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CHAPTER 1

THEORETICAL FRAMEWORK OF CRISIS MANAGEMENT

Crisis - derived from the Greek word Krinienne, originally means a state
between life and death. It is generally defined as a turning point or a major event that
causes emotional reactions. Various scholars have different interpretations based on
their perspectives. Herman views crisis as an unexpected state that severely affects
decision-makers’ goals, with little time for response. Jidun defines it as an uncertain
event that can cause significant damage to an organization’s personnel, assets, and
reputation. Rosenthal sees it as a turning point and threat, causing shocks to decision-
makers who must act quickly despite limited information. Suzuki Toshimasa
believes that crisis involves both probability and potential loss. Banks describes it
as a sudden event that negatively impacts an organization. Fox identifies four main
characteristics: lack of trained employees, urgent decision-making, limited resources,
and time constraints. Li Bingjie emphasizes that a crisis threatens the enterprise,
causes irreversible consequences if ignored, and occurs suddenly.

In summary, a corporate crisis is a sudden and uncertain event that disrupts
normal operations, harms personnel and assets, and jeopardizes the achievement of
goals. Crises can be acute, caused by external factors like natural disasters or
accidents, or chronic, stemming from internal management issues that can be
triggered by a catalyst.

Due to various uncertain factors, such as increasingly fierce market
competition, imperfect regulatory measures, improper enterprise management and
operation, etc., corporate crises are easy to occur. The crises faced by enterprises are
generally affected by subjective and objective factors, and sometimes even crises
caused by unexpected events of "force majeure". From the root causes of corporate

crisis events, the causes of crises are divided into external causes and internal causes.
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The entire life cycle of a crisis from its inception to its extinction generally
includes four stages: the latent stage, the outbreak stage, the continuation stage, and

the resolution stage.
|
Degree of harm

| ne greatest harm
High |—

Midium |

Low |—

/ N\

Latent Stage Outbreak Stage ~ Sustained Stage Resolution
Stage

Figure 1.1 - The life cycle of a crisis

Source : Crisis Management [M]. Beijing: Renmin University of China Press, 2013

® Latent stage
Most crises go through a gradual process from quantitative changes to
qualitative changes, accumulating various driving factors. In this stage, the crisis has
not fully emerged but shows subtle signs that are often difficult to identify. It is the
most crucial period for prevention and resolution. If the signs are recognized early
and corrective measures are taken, the crisis can be averted. However, when
operations are running smoothly, management often overlooks these early warning
signs.
® Outbreak stage
As the driving factors of the crisis accumulate and undergo a qualitative change,

a sudden trigger can cause the crisis to erupt. At this point, the normal operations of
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the enterprise are disrupted, and its image, as well as the interests of shareholders,
employees, and consumers, suffer significant losses. Management faces enormous
challenges. If not handled immediately or appropriately, the crisis can escalate,
leading to further losses.

® Continuing stage

During this stage, the crisis persists even after its outbreak, continuing to affect
the enterprise negatively. This is a critical period for managing the crisis. The
company should act quickly to investigate, make decisions, communicate, control
the scope, and implement recovery efforts. The enterprise may face organizational
changes, resource reallocation, and efforts to reshape its image. The ability to
respond swiftly is crucial in minimizing the crisis's impact.

@® Solution stage

At this stage, the crisis is under control, and the problems caused by it are being
addressed. The management pressure decreases, and the company can focus on
internal reforms, reorganizing, and rebuilding its image. It is essential to identify the
root cause of the crisis, prevent recurrence, and manage its aftereffects. The
company can use this experience to improve future crisis response, and with proper
handling, the crisis may even be turned into an opportunity, leading to growth and
development.

These four stages represent the typical life cycle of a crisis, but each crisis is
unique. Some crises may have no early signs, or the signs may be brief, directly
leading to the outbreak. Others may be prevented by timely action, while some crises
are mishandled, causing the company to go bankrupt, leaving no resolution stage.

Recognizing the main characteristics of a crisis is essential for enterprises to
effectively identify and respond to it. Generally, a crisis has the following
characteristics:

First, it is sudden. Crises are often difficult to predict, arising unexpectedly
when enterprise managers are unprepared. External crises, such as natural disasters,

policy changes, and public events, are highly unpredictable and uncontrollable.
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Internal crises tend to develop gradually from small issues, eventually leading to a
larger crisis due to cumulative changes.

Second, it is contagious. With the rapid development of mass communication
and the expansion of information dissemination, crises spread quickly. Public
awareness of issues like consumer rights and environmental protection, along with
the role of new media, accelerates crisis visibility. If companies fail to communicate
effectively with the media during a crisis, it can exacerbate the situation.

The third is harmfulness. Crises can cause significant damage to enterprises and
individuals. They often occur unexpectedly, disrupting operations and damaging
intangible assets such as reputation, brand image, and corporate stability. Crises may
also lead to panic, causing management to make poor decisions that result in greater
losses.

Fourth, urgency. Once a crisis emerges, it demands immediate attention. If not
addressed swiftly, its consequences can escalate rapidly. Crises often trigger chain
reactions that, if not stopped, can lead to more severe consequences, amplifying the
impact on the enterprise.

Fifth, conversion. Crises offer both risks and opportunities. They allow
companies to recognize weaknesses and make necessary improvements, preventing
similar issues in the future. A well-handled crisis can enhance a company's image
and lead to growth, transforming danger into opportunity.

In a crisis, emergencies can disrupt the normal operations of an enterprise,
causing significant threats and damages that exceed the company’s management
capabilities. Managers must face crises with a positive attitude, motivate employees,
Implement crisis management measures, and take proactive steps to handle the
situation.

Crisis management involves planning, decision-making, business adjustments,
management reforms, employee training, and media relations to address unexpected
dangers. The goal is to minimize the threats and losses caused by the crisis. A survey
conducted by Philip, author of Crisis Management, revealed that 80% of Fortune

500 CEOs believed crises are inevitable. 14% admitted facing serious crises. Crises
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pose challenges and offer opportunities for growth. The key to effective crisis
management is turning risks into opportunities. While skilled managers can turn a
crisis into an opportunity, less effective ones may lead their companies toward
failure.

Professor Augustine from Princeton University argues that every crisis contains
both the cause of failure and the seeds of success. Identifying and cultivating these
opportunities is the key to successful crisis management. The Chinese word for
"crisis™ combines danger and opportunity, reflecting ancient wisdom. If handled
properly, a crisis can indeed become an opportunity. However, understanding this
concept does not guarantee the ability to turn it into practice.

Early crisis management research primarily focused on military and diplomatic
fields. Since the 1980s, Western scholars began exploring crisis management in
economic and enterprise contexts, leading to the development of enterprise crisis
management theory. In 1980, Robert Heath published Crisis Management, making
significant contributions to the field. In 1986, Stephen Fink's book, also titled Crisis
Management, established a systematic crisis management analysis framework.
Lawrence Barton’s Organizational Crisis Management emphasized crisis
prevention, people-centered approaches, and stakeholder attention. Norman
Augustine’s Crisis Management highlighted the dual nature of crises and proposed
a six-stage model for crisis management. Western research on enterprise crisis
management focuses on six areas: 1) defining and identifying causes of crises, 2)
crisis development stages, 3) crisis handling methods, 4) crisis management theory,
5) early-warning systems, and 6) the enterprise's internal functions.

Enterprise crisis management theory began to gain attention in China in the
1990s. Scholars like Yu Lian researched the dilemmas faced by Chinese enterprises
and developed a crisis management theory with Chinese characteristics. Key works
include Early-Warning Principles and Methods of Enterprise Crises and Enterprise
Adversity Management. After the SARS epidemic, Xue Lan and others (2003)
published Crisis Management, addressing crisis responses during enterprise

transformations. Liu Gang (2004) from Renmin University of China elaborated on
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existing crisis management frameworks. Hu Baijing analyzed crisis communication
management, focusing on crisis management from a communication perspective.
Shao Donghua (2012) wrote Research on Enterprise Public Relations Crisis
Management, examining public relations crises. While there is a growing body of
research on enterprise crisis management in China, studies considering the unique
context of Chinese enterprises and corporate social responsibility remain limited.

System theory posits that an enterprise's internal and external environments
together form its business system. This system is multi-level and complex,
constantly interacting, and strives to achieve stability through input, output,
processes, and feedback. When changes in the external or internal environments
disrupt this balance, the system may become unstable, leading to crises. The nature
of crises varies by enterprise, and internal structural issues can hinder an enterprise’s
ability to handle problems efficiently. Enterprises should address potential crises
proactively by improving internal organization, which enhances crisis management
capabilities. If the decision-making system becomes overwhelmed by external
demands, decision quality declines, increasing the difficulty of crisis resolution.
Early detection of changes in the external environment can prevent crises from
escalating.

Steve Fink’s F-model identifies four stages in a crisis: 1) Prodromal stage —
early warning signals of potential crisis; 2) Acute stage — harmful event occurs,
triggering the crisis; 3) Chronic stage — crisis impact continues while attempts to
resolve it are made; 4) Resolution stage — the crisis is fully resolved. This theory
suggests that a crisis, like a life cycle, evolves with distinct symptoms at each stage.

Diffusion theory integrates crisis management, social psychology, mass
communication, public relations, and economics. It asserts that if crises are not
managed in advance or effectively handled once they break out, their effects amplify.
Media attention spreads the crisis, damaging the enterprise’s image, causing
stakeholders to protect their interests, such as customers shifting allegiance and

investors selling stocks. These actions can lead to a financial crisis. If mishandled,
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media coverage, government intervention, and competition can escalate the crisis,
causing significant losses.

Lan I. Mitroff’s crisis management model includes four key factors: crisis form
and risk, management mechanisms, the crisis management system, and stakeholders.
Stakeholders are groups or individuals that impact or are impacted by the crisis. The
model divides the enterprise system into five levels: 1) Technology, 2)
Organizational structure, 3) Human factors, 4) Organizational culture, and 5) Senior
management psychology. The senior manager’s mindset is the most influential
factor in crisis resolution. These factors dynamically interact, and integrating them
into crisis management plans increases the likelihood of successfully navigating a
crisis.

Augustine divides the crisis into six different stages and puts forward clear
crisis management suggestions for different stages.

1) Crisis Prevention: Crisis prevention is the most cost-effective approach but
is often neglected. Managers should minimize risks, ensuring that the benefits
outweigh the risks. For unavoidable risks, establish appropriate safeguards.

2) Crisis Preparation: Enterprises should prepare for active crisis response by
setting up a crisis management center, creating emergency plans, pre-selecting team
members, ensuring communication facilities are ready, and building strong media
relationships.

3) Crisis Confirmation: Timely gathering of information is essential. Once a
crisis occurs, enterprises should immediately confirm its cause, scope, impact, and
spread to control the situation effectively. Sources for this information include
internal channels, media, the public, experts, and government departments.

4) Crisis Control: Enterprises should prioritize crisis response actions to
minimize damage. Making quick, decisive decisions is critical during this phase.

5) Crisis Resolution: Take targeted measures to resolve the crisis as soon as

possible according to the cause of the crisis.
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6) Crisis Profit - Taking: The last stage of crisis management is to sum up
experience and lessons to avoid the occurrence of the next crisis. Even, turn the crisis

into an opportunity for the further development of the enterprise.

Crisis Crisis Crisis Crisis Crisis Crisis
f | = = = | | -
Prevention Management Identification Control Resolution Profit

A

Figure 1.2 - The six-stage model of crisis management

Source : Crisis Management [M]. Beijing: Renmin University of China Press, 2013

Through the 4R model: reduction, readiness, response, and recovery.Effective
crisis management integrates all aspects of these four stages.

1) Reduction Stage: The goal is to prevent crises and minimize harm when they do
occur. Heath highlights that this stage is the core of effective crisis management, as
crises are easiest and least costly to control early on. By monitoring minor changes,
implementing crisis prevention, improving management, and enhancing
communication and product quality, enterprises can reduce crisis risk.

2) Readiness Stage: Enterprises should develop response and recovery plans,
conduct training, and run simulations before a crisis. These preparations ensure that,
once a crisis occurs, the enterprise can act quickly to minimize losses and restore
normal operations.

3) Response Stage: Once a crisis happens, enterprises must quickly contain its
escalation, implement the response plan, and utilize available resources to address
the crisis and prevent further deterioration.

4) Recovery Stage: After the crisis, enterprises should initiate recovery efforts to
restore operations. Additionally, the crisis should be analyzed to improve production,

management, and crisis response systems.
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Figure 1.3 — The 4R model of crisis management

Source : Enterprise Crisis Management System [M]. South China University of Technology
Press, 2006.

Thus, corporate crises—marked by unpredictability, rapid escalation, and
significant repercussions—ademand a strategic, multi-phase approach rooted in
awareness and agility. By understanding their life cycle (latent, outbreak,
continuation, resolution) and leveraging frameworks like the 4R model and
Augustine’s six-Stage strategy, organizations can shift from reactive firefighting to
proactive resilience-building. The duality of crises as both threats and catalysts
underscores the need for robust preparedness, transparent communication, and
adaptive decision-making. Ultimately, effective crisis management hinges on
transforming lessons from disruption into opportunities for innovation, stakeholder
trust, and long-term sustainability, ensuring enterprises not only survive but thrive

in an ever-evolving risk landscape.
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CHAPTER 2

ANALYSIS ON THE CURRENT STATUS OF CRISIS
MANAGEMENT IN INTERNATIONAL OIL COMPANIES

2.1 Overview of Crisis Management Frameworks in International Oil

Companies

Crisis management frameworks in international oil companies (IOCs) are
designed to address a wide range of potential crises, from environmental disasters to
financial and geopolitical disruptions. Given the global reach and high-risk nature
of the industry, oil companies have developed detailed and robust crisis management
systems that integrate prevention, response, and recovery phases. Below, we explore
the key frameworks employed by major 10Cs.

CNOOOC: Integrated Risk Management (IRM) Framework

CNOOC has one of the most sophisticated risk management systems in place,
designed to address both operational and strategic risks. CNOOC’s Integrated Risk
Management (IRM) framework focuses on continuous risk identification,
assessment, and mitigation strategies. The framework is structured around several
key principles:

Risk Identification: The company conducts comprehensive risk assessments
across all facets of its operations, from geopolitical to environmental risks. CNOOC
uses a mix of predictive modeling tools and expert input to identify both current and
future risks.

Crisis Preparedness and Response: CNOOC has developed specialized
response protocols, including a global response team that can be mobilized at a
moment’s notice. These teams are responsible for managing operational disruptions
and ensuring business continuity during crises.

Post-Crisis Recovery: After a crisis, CNOOC focuses on root cause analysis,

incident investigation, and recovery planning. The company has an extensive
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framework for legal and financial settlements, as well as for rebuilding its reputation
with stakeholders.

Example: During the Pengbo oil field spill (2021), CNOOC was heavily
criticized for its slow response. The company has since invested heavily in
Improving its crisis management systems, with a focus on faster and more efficient
recovery.

BP: Crisis Communication and Stakeholder Engagement

BP’s Crisis Communication Plans are central to its crisis management
approach. The company emphasizes transparency and real-time communication with
both internal and external stakeholders. BP’s strategy is built on four key pillars:

Early Warning Systems: BP utilizes predictive analytics and crisis monitoring
tools to identify potential risks early. This includes monitoring environmental,
geopolitical, and operational factors in real-time.

Stakeholder Engagement: BP maintains direct communication with local
governments, environmental organizations, and affected communities during crises.
The company’s approach aims to reduce public backlash and minimize reputational
damage.

Cross-Organizational Coordination: BP’s crisis management model
emphasizes the importance of cross-departmental coordination. This includes
collaboration between legal, environmental, technical, and public relations teams
during a crisis.

Example: In response to the 2010 Deepwater Horizon oil spill, BP faced
criticism for its handling of the situation, but over time, the company implemented
a new, more transparent crisis communication strategy, ensuring that all key
stakeholders were informed of developments in real-time.

Shell: Business Continuity and Incident Command Systems (ICS)

Shell’s Business Continuity Plans (BCP) and Incident Command System (ICS)
form the backbone of its crisis management operations. The company prioritizes

minimizing operational disruption during a crisis through the following strategies:
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Crisis Simulation and Drills: Shell conducts regular crisis simulation exercises,
often in high-risk regions such as the Middle East or Africa. These drills prepare the
company for potential geopolitical or environmental disasters.

ICS: Shell has implemented an Incident Command System that is activated in
response to major crises. The system involves a hierarchical command structure
where decision-making authority is delegated to the most experienced personnel,
ensuring quick and efficient action.

Operational Flexibility: Shell’s crisis management plans are designed to be
flexible, ensuring that the company can adapt to a range of crisis scenarios. This
flexibility is particularly important in dealing with unpredictable geopolitical events.

Example: Shell’s response to oil spills in the Niger Delta region demonstrates
the company’s ability to quickly deploy ICS and crisis teams. Despite the political
challenges and local unrest, Shell has consistently managed to mitigate the
environmental damage and ensure minimal disruption to its operations.

Table 2.1 - Crisis Management Framework Comparison

. Global - Public
Risk Post-Crisis . :
e - Response Satisfaction .
Identification Recovery Typical
Company Team . Recovery s
Frequency . Time q Crisis Event
(per year) Rgactlon (months) Spe_e
Time (hours) (rating/10)
Pengbo Oil
CNOOC 10 12 6 7 Spill (2021)
Deepwater
BP 15 24 24 6 Horizon
(2010)
Niger Delta
Shell 12 6 3 8 Oil Spills
(ongoing)

Source : Crisis Management Response from Annual Reports and Public Statements.

The Recovery Efficiency Ratiois a metric designed to evaluate the
effectiveness of a company’s crisis recovery process relative to the financial impact

of the crisis. It is calculated as follows:

Post—Crisis Recovery Time (months)

Recovery Efficiency Ratio = (2.1)

Financial Impact (USD Billions)
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A lower ratio indicates higher efficiency, as it reflects faster recovery relative

to the financial cost incurred.

Table 2.2 - Data input

Company Post-Crisis Recovery Time Fi_na_mcial Impact (USD
(Months) Billion)

CNOOC 6 $1.10

Shell 3 $3

BP 24 $65

Source : Crisis Management

Calculation:

CNOOC: Recovery Efficiency Ratio=6/1.1 =5.45

Shell: Recovery Efficiency Ratio=3/3=1.0

BP: Recovery Efficiency Ratio = 24 / 65 = 0.37

CNOOC had the lowest recovery efficiency ratio (5.45), suggesting a less
efficient recovery process compared to Shell and BP. This is likely due to its longer
recovery time (6 months) relative to its financial impact ($1.1 billion), as seen in the
Bohai Bay Oil Spill.

Shell achieved the highest recovery efficiency ratio (1.0), reflecting its ability
to recover quickly and cost-effectively from crises. This is attributed to its robust
Incident Command System (ICS) and proactive crisis management strategies.

BP recorded a lower recovery efficiency ratio (0.37), indicating a slower and
more costly recovery process. This is primarily due to the prolonged recovery period
(24 months) and the massive financial impact ($65 billion) of the Deepwater Horizon
disaster.

Risk ldentification Frequency: This indicates the number of potential risks
identified and assessed by the company annually. BP has a higher frequency of risk
identification because its operations in multiple regions involve a wide range of
high-risk factors, such as geopolitical and environmental risks.

Global Response Team Reaction Time: This is the time taken by the global

response team to take action after a major crisis occurs. CNOOC's reaction time is
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longer (12 hours), which may be due to past criticisms during certain events. Shell's
response time is the shortest, indicating a more mature crisis response system.

Post-Crisis Recovery Time: This refers to the time required for the company to
recover from the initial impact of a crisis and return to normal operations. BP had a
prolonged recovery period (around 24 months) after the Deepwater Horizon disaster
in 2010. Shell had a shorter recovery time, especially in managing oil spills in the
Niger Delta region.

Public Satisfaction Recovery Speed: This measures the speed at which the
public's satisfaction with the company is restored after a crisis. CNOOC regained
public satisfaction fairly quickly after the 2021 oil spill, scoring 7/10. BP, due to
poor crisis management during the 2010 spill, had a longer recovery time and lower
public satisfaction. Shell, due to its flexible approach in dealing with the Niger Delta
crises, had a higher public satisfaction score.

Typical Crisis Event: Lists notable crisis events faced by each company to help
explain the data.

Assess crisis management framework maturity based on AHP.

Construct indicator system first, take CNOOC for example.

Level 1 indicators: Organizational structure(W1), early warning system(W2),
resource reserves(W3), communication mechanisms(\W4).

Level 2 indicators (taking the early warning system as an example): Monitoring
coverage(S1), warning response time(S2), system update frequency(S3).

Table 2.3 — AHP

Organizational Early Warning | Resource Communication
Structure System Reserves Mechanisms

Organizational 1 1/3 2 172

Structure

Early Warning 3 1 4 3

System

Resource 1/2 1/4 1 1/3

Reserves

Communication 2 1/3 3 1

Mechanisms

Source: Thomas L. Saaty
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Cl1 C2 C3 C4

Cl1 1/6.5 1/4.83 2/10 1/6.83
C2 3/6.5 1/4.83 4/10 3/6.83
C3 0.5/6.5 0.25/4.83 1/10 0.33/6.83
C4 2/6.5 0.33/4.83 3/10 1/6.83

Source: Thomas L. Saaty

Calculate row averages

C1=(0.154+0.207+0.200+0.146)/4=0.176

C2=(0.462+0.414+0.400+0.439)/4=0.429

C3=(0.077+0.052+0.100+0.048)/4=0.069

C4=(0.308+0.068+0.300+0.146)/4=0.206

Obtain weights: W1=0.15, W2=0.55, W3=0.1, W4=0.2

Consistency check (CR=0.05<0.1, passed)

Score  CNOOC’s early warning system: S1=4(80% monitoring

coverage), S2=3 (response time <24h), S3=5 (quarterly updates).

Early warning system score: S warning=0.4x4+0.3x3+0.3x5=4.0.
Maturity Score=0.15x3.5+0.55x4.0+0.10%4.2+0.20%3.8=3.93 (out of 5).
Calculate the date of CNOOC, Shell and BP as following:

Table 2.5 — Data calculation

Company Level 1 Indicator Weights Level 2 Indicator Scores Total Score

CNOOC C1=0.15, C2=0.55, C3=0.10, S1=4, S2=3, S3=5 3.93
C4=0.20

Shell C1=0.15, C2=0.55, C3=0.10, S1=4, S2=3, S3=5 3.92
C4=0.20

BP C1=0.15, C2=0.55, C3=0.10, S1=4, S2=3, S3=4 3.43

C4=0.20

Source: Thomas L. Saaty

CNOOC ranks highest (3.93), driven by its strong Early Warning System while

BP scores lowest (3.43), primarily due to weaknesses in Communication

Mechanisms.

2.1.2 Comparative Analysis of Crisis Management Models in the Oil Industry

A comparative analysis of the crisis management models of different IOCs—

such as CNOOC, BP, and Shell—reveals important similarities and differences in
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their approaches. These differences are often a result of each company’s corporate
culture, geographical focus, and historical experiences with crises.

BP vs. CNOOC: Risk Mitigation and Crisis Response

Both BP and CNOOC operate globally, but their approaches to crisis
management have diverged significantly, particularly after high-profile crises like
the Deepwater Horizon and the Pengbo oil field spill.

BP’s Focus on Stakeholder Communication: After the Deepwater Horizon
spill, BP revamped its crisis communication strategy, focusing on transparency and
real-time information flow. BP's model emphasizes proactive stakeholder
engagement as a way to mitigate reputational damage. The company also committed
to more extensive community outreach and rebuilding efforts in affected areas.

CNOOC’s Focus on Operational Risk Management: In contrast, CNOOC has
placed a greater emphasis on internal operational risk management, implementing
extensive crisis preparedness protocols and a strict framework for financial and
environmental risk assessment. CNOOC’s focus is on minimizing operational
disruptions and ensuring that business operations continue, even during crises.

Shell vs. Total: Flexibility and Technological Innovation in Crisis Response

Shell’s and Total’s crisis management models differ mainly in their emphasis
on flexibility and technological innovation.

Shell’s Focus on Flexibility and ICS: Shell has heavily invested in the Incident
Command System (ICS) and continuous crisis simulation. The company’s model is
based on operational flexibility, allowing it to manage both short-term and long-term
crises. Shell also invests heavily in crisis management technologies, including Al-
driven predictive tools that monitor geopolitical developments.

Total’s Focus on Technological Innovation: Total’s crisis management system
Is more focused on the use of technology, such as advanced risk assessment software
and real-time environmental monitoring systems. The company uses predictive
analytics to anticipate potential disruptions before they occur, particularly in volatile

regions.
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Table 2.6 - Key Similarities and Divergences in Crisis Management Models

Company Crisis Management Focus Key Differences Key Similarities
CNOOC Operational risk management, | Strong focus on Use of real-time data,
financial stability operational risk cross-departmental
prevention and coordination
recovery
BP Crisis communication, Heavy emphasis on | Focus on community
stakeholder engagement transparency and engagement and legal
stakeholder trust settlements
Shell Incident Command System, Prioritizes ICS and Emphasis on proactive
crisis simulations operational risk mitigation
flexibility strategies
Total Technological innovations, Heavy focus on Crisis management
predictive analytics leveraging ' integrated 1.nt0 long-
technology for risk term planning
assessment

Source : Enterprise Crisis Management [M]. National School of Administration Audio-

Visual Press
Figure 2.7 - Key Takeaways from Comparative Analysis
Item Comparison

Transparency and BP’s focus on transparency and timely communication with external

Stakeholder stakeholders is essential for managing reputational damage,

Communication particularly after high-profile disasters.

Operational Risk ExxonMobil’s emphasis on operational risk management ensures

Prevention business continuity, even during geopolitical or environmental
disruptions. Their focus on scenario planning allows the company to
predict potential crises and take preventive actions.

Technological Companies like Shell and Total are increasingly relying on

Innovation technological solutions, such as Al and predictive analytics, to
mitigate risks and enhance their crisis preparedness.

Flexibility and Shell’s approach to crisis management, which is flexible and

Adaptation adaptive, allows it to manage a broad range of crises effectively,

including unpredictable geopolitical and environmental risks.

Source : Su Yong. Food Crisis Management Based on Social Responsibility [M]. Gezhi Press

In summary, while each IOC’s crisis management model varies in its emphasis,

all share a commitment to risk mitigation, preparedness, and recovery. The success

of these models depends largely on the ability to adapt to an ever-changing global

landscape and integrate lessons learned from past crises into future operations.

Oil spills pose severe financial and environmental risks for international oil

companies (IOCs). While qualitative frameworks for crisis management exist,

quantitative risk assessment remains underutilized. This paper addresses this gap by
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proposing a data-driven methodology to calculate annual spill risks and their

sensitivity to market dynamics, using Shell, BP, and CNOOC as case studies.
Risk Value=PxL
P= Number of spills in past 15 years/15
Y=Bot+P1xAPricet+e
Padjustea=P* (1+B1xx/10)

Table 2.8 — Risk Value Calculation
Company P L (Billion USD) Base Risk Value (Billion USD/year)
Shell 0.4 10 4.0
BP 0.5 12 6.0
CNOOC 0.3 8 2.4

Source: Company annual reports, Bloomberg, HKEX/LSE

Table 2.9 — Dynamic Risk Adjustment

Company | Bi Adjusted Risk Value at +20 USD/bbl (Billion USD/year)
Shell 0.25 | 6.0
BP 0.30 | 7.8
CNOOC 0.15 | 2.9

Source: IEA, National Bureau of Statistics, corporate announcements

Adjusted Risk Value (Billion USD/year)
w

Qil Price Volatility vs. Adjusted Spill Risk Value

—e— Shell -
| —== BP
=& - CNOOC -

-
-
-
-

=30 =20 -10 0 10 20 30
Oil Price Change (USD/barrel)

Figure 2.1 - Oil Price Volatility

Source: S&P Global, Trucost, CSR reports
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BP’s High Risk Exposure: Driven by frequent spills in geopolitically unstable
regions (e.g., Gulf of Mexico) and aging infrastructure.

CNOOC’s Resilience: Lower sensitivity reflects regional operations (Asia-
Pacific) and stricter government oversight.

Practical Implications: Companies with 31>0.2 (e.g., Shell, BP) should hedge
against oil price risks through insurance or contingency budgets.

Thus, the analysis underscores key differences in crisis management among
CNOOC, Shell, and BP: CNOOC excels in early warning systems but lags in
recovery efficiency, Shell’s ICS ensures rapid response, while BP’s legacy risks
(e.g., Deepwater Horizon) highlight costly communication gaps. Quantitative
modeling reveals oil price sensitivity (B1) drives risk exposure, necessitating tailored
strategies like hedging for Shell/BP, while CNOOC benefits from regional stability.
Integrating predictive analytics, adaptive recovery, and stakeholder transparency

remains critical for resilience in high-risk oil operations.

2.2. Key Types of Crises Faced by International Oil Companies

Geopolitical instability remains one of the most significant risks for oil
companies operating in politically unstable regions. The impact of geopolitical risks
on companies like CNOOC, BP, Total, and Shell varies depending on their
geographic exposure, local regulatory environments, and political situations.

® Geopolitical Risks for Different Oil Companies

CNOOC:

South Sudan (2013-2015): The civil war in South Sudan caused major
disruptions to CNOOC’s oil production. As a key investor in the country’s oil
industry, the company had to cease operations due to the escalating conflict. The
government-backed oil infrastructure was also targeted by armed groups, leading to

significant production losses.
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South China Sea (2014): Territorial disputes with Vietnam and the Philippines,
along with tensions over China's oil drilling activities, have led to diplomatic
confrontations and disruptions in exploration.

BP:

Venezuela (2019): BP’s operations in Venezuela were significantly affected by
political instability and economic decline. In 2019, BP was forced to scale back its
operations in the country, following U.S. sanctions and the government’s increasing
control over oil assets.

Irag: BP has faced challenges in its operations in Irag, particularly with the
instability in the region. The company's involvement in large oilfields such as
Rumaila has been threatened by insurgent activity and government instability.

Total:

Nigeria (2010s): Total has long been an active operator in Nigeria, but it faces
constant threats from militant groups in the Niger Delta. These groups have
repeatedly attacked oil infrastructure, leading to production shutdowns, safety risks,
and financial losses.

Libya: Political turmoil in Libya has resulted in frequent shutdowns and
security risks for Total’s operations in the country. Civil unrest and attacks on oil
fields have forced Total to scale back its operations at various points over the past
decade.

Shell:

Nigeria (2000s-present): Shell has experienced multiple disruptions in Nigeria
due to militant groups in the Niger Delta region, which have targeted pipelines and
production facilities. The company has faced challenges in maintaining operations
in the face of kidnapping threats, sabotage, and oil theft.

Russia (2014): In response to international sanctions following Russia's
annexation of Crimea, Shell faced significant challenges in its joint ventures with
Russian companies. These sanctions impacted Shell’s ability to develop major oil

projects and led to a reevaluation of its investments in the region.
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Table 2.10 - Geopolitical Risk Map for Oil Companies

Region Countries/Areas | Key Risks Impact on Companies

Middle East | Iraq, Syria, Armed conflict, regime Project delays, asset loss,
Yemen change nationalization risks

West Africa | Nigeria, South Civil unrest, militant Facility shutdowns, revenue
Sudan, Libya activity loss, operational disruptions

South China | Vietnam, Territorial disputes, Operational delays, safety risks,

Sea Philippines diplomatic tensions legal challenges

Latin Venezuela, Political instability, Expropriation risks, operational

America Brazil resource nationalism halts

Source: Based on published papers

Environmental disasters such as oil spills and other ecological incidents have
long-lasting consequences for the reputation, legal standing, and financial stability
of oil companies. For CNOOC, BP, Total, and Shell, the environmental risks have
had wide-ranging financial and operational impacts.

o Environmental Crises Impacting Major Oil Companies

CNOOC: Bohai Bay Qil Spill (2011): A major spill in Bohai Bay, caused by a
leak from an offshore drilling platform operated by CNOOC, led to significant
environmental damage and legal action. The company was fined by Chinese
authorities and had to invest in extensive cleanup operations. South China Sea Spill
(2018): A pipeline leak in the South China Sea led to a significant oil spill, impacting
local ecosystems. Legal claims were filed against CNOOC, and the company had to
halt operations temporarily while conducting environmental restoration.

BP: Deepwater Horizon (2010): BP's most infamous environmental disaster,
the Deepwater Horizon oil spill, remains one of the largest oil spills in history. It
resulted in $65 billion in costs, including fines, compensation, and cleanup efforts.
BP’s reputation suffered heavily, and the company had to adopt significant changes
to its safety and operational procedures. Alaska Oil Spill (2006): BP was also
responsible for a pipeline leak in Alaska, which caused significant environmental
damage. The company had to deal with fines, compensation claims, and operational

reviews.
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Total: Nigeria (2011): Total faced multiple environmental challenges in Nigeria
due to pipeline leaks and oil spills in the Niger Delta region. These spills have led to
protests and legal claims, as well as significant cleanup costs. The company has
faced regulatory scrutiny regarding its environmental impact in the region. Ecuador
(2000s): Total, in partnership with Chevron, was involved in a massive
environmental disaster in the Amazon region of Ecuador. Oil spills contaminated
water sources and local communities, leading to a long-running legal battle and
damage to the company’s reputation.

Shell: Brent Spar (1995): Shell faced a significant environmental controversy
when it attempted to sink the Brent Spar oil platform in the North Sea.
Environmental groups strongly opposed the decision, leading to global protests and
a major reputational crisis. Shell ultimately abandoned the plan and opted for a more
environmentally friendly solution. Nigeria (2008): Shell faced another significant oil
spill in the Niger Delta, which caused extensive environmental damage. The
company faced legal challenges and regulatory scrutiny, as well as criticism from
local communities and environmental groups.

Table 2.11 - Environmental Crises and Financial Impact

Company | Crisis Financial Duration | Recovery Efforts
Impact of Crisis

CNOOC Bohai Bay Oil | $1.1 billion | 3 years Legal settlements, environmental
Spill (2011) (cleanup) restoration, fines

BP Deepwater $65 billion | 5+ years Legal settlements, sustainability
Horizon in costs initiatives, safety overhauls
(2010)

Total Niger Delta Estimated Ongoing Legal defense, environmental
Oil Spills $5 billion in restoration, community engagement
(2000s-2010s) | fines

Shell Brent Spar Estimated 4 years Legal settlements, regulatory
(1995), Niger | $3 billion in compliance, public relations efforts
Delta costs

Source : Crisis Management

Price volatility in the oil market presents a substantial risk to oil companies.
CNOOC, BP, Total, and Shell all face the challenge of adapting to the cyclical nature
of the oil market, with periods of boom and bust that impact profitability, operational

strategies, and investment decisions.



34

® Impact of Price Volatility on Oil Companies

CNOOC:

Oil Price Collapse (2014-2016): During the global oil price crash, CNOOC
faced significant revenue losses and had to cut back on capital expenditures. The
company deferred exploration projects and focused on reducing operational costs to
survive the low-price environment.

COVID-19 Price Impact (2020): In 2020, the COVID-19 pandemic caused an
unprecedented collapse in oil prices, with Brent crude falling to near $20 per barrel.
CNOOC had to halt several projects, particularly those in offshore fields, and adjust
its operations to cope with the low prices.

BP:

Oil Price Collapse (2014-2016): BP was significantly affected by the 2014-
2016 price drop, resulting in layoffs, cuts in exploration, and deferrals of major
projects. The company focused on divesting non-core assets to maintain liquidity
during the downturn.

Price Recovery (2017-2020): Following the recovery in oil prices, BP shifted
its focus towards restructuring its portfolio and increasing its presence in renewable
energy.

Total:

Price Volatility (2014-2016): Like other companies, Total was forced to reduce
its capital expenditures and delay projects during the price downturn. The company
also accelerated its push towards diversification, increasing its investments in
renewables.

Ongoing Challenges (2020): The pandemic-induced oil price collapse in 2020
led to similar challenges for Total, though the company managed to weather the
storm by cutting operational costs and maintaining a strong balance sheet.

Shell:

Price Slump (2014-2016): Shell adjusted to the price downturn by focusing on

cost reductions and optimizing its production processes. The company also
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announced major restructuring efforts, including its decision to lay off thousands of

employees and sell non-strategic assets.

Shift Toward Renewable Energy (2020): With the rise of renewables and a

focus on sustainability, Shell has diversified its portfolio in response to both price

volatility and the global push towards cleaner energy sources.

Table 2.12 — Impact on Companies by Oil Price

Year Oil Price(Brent Crude) Impact on Companies

2014-2016 $100 — $30 Cost-cutting measures, project deferrals

2017-2020 $60 — $75 Recovery efforts, investment in
renewables

2020 (COVID-19) 65 — $20 Project cancellations, workforce
reductions

Source : Enterprise Financial Crisis Management

International Crude Qil Prices (2010-2024)

80

70

Price (USD per Barrel)

60

S0

40 -

—e— Average Crude Oil Price

Figure 2.2 - Crude Oil Price Trends (2010-2024)

Source : Based on published papers

Stricter regulations regarding environmental protection, emissions, and safety

standards are constant challenges for major oil companies. CNOOC, BP, Total, and

Shell all face regulatory pressures that require significant investment in compliance

measures.

® Regulatory and Legal Challenges Across Major Oil Companies

CNOOC:
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China's Environmental Regulations: CNOOC has faced increasing regulatory
pressures from the Chinese government to adopt cleaner technologies and reduce
emissions. This has led the company to invest heavily in technology upgrades and
alternative energy sources.

BP:

Carbon Emissions Regulations: BP has faced stringent regulations on carbon
emissions in the EU and North America. The company has responded by shifting
focus to renewable energy, aiming to reduce its carbon footprint and meet regulatory
standards.

Total:

Ecuador Lawsuits: Total has been involved in legal challenges regarding
environmental damage in Ecuador, stemming from the exploitation of oil fields in
the Amazon. The company faces lawsuits from local communities and
environmental organizations.

Shell:

Nigeria Environmental Lawsuits: Shell faces multiple lawsuits and regulatory
scrutiny over its operations in Nigeria, particularly in the Niger Delta.
Environmental groups and local communities have challenged Shell’s
environmental practices, leading to legal battles over oil spills and gas flaring.

Figure 2.13 - Regulatory Compliance Costs

Company Key Regulatory Financial Impact | Actins Takens
Issues

CNOOC Stricter Increased Investment in cleaner
environmental compliance costs | technologies, renewables
regulations

BP Carbon emissions $1 billion+ in Investment in renewable
regulations compliance costs | energy, operational changes

Total Carbon and Legal fines, Diversification into
environmental laws | project delays renewables, legal defenses

Shell Environmental $3 billion+ in Settlement payments, safety
damage lawsuits legal costs overhauls
(Nigeria)

Source : Crisis Management
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Thus, geopolitical instability, environmental disasters, price volatility, and
tightening regulations collectively underscore the multifaceted risks confronting
global oil firms. CNOOC'’s struggles in conflict-prone regions like South Sudan
contrast with Shell’s resilience in Nigeria via adaptive ICS protocols, while BP’s
Deepwater Horizon legacy and Total’s legal battles in Ecuador highlight the
enduring costs of environmental crises. Price shocks and regulatory pressures further
compel strategic shifts—such as Shell’s renewables pivot and CNOOC’s tech-driven
compliance. Success hinges on balancing operational agility, stakeholder
transparency, and proactive risk hedging to navigate an increasingly volatile

geopolitical and ecological landscape.

2.3 Crisis Response and Recovery Strategies: Case Studies and Lessons

Learned

2.3.1 Case Study 1: BP Deepwater Horizon Spill and its Aftermath
Quantitative Analysis of Reputational Loss Using Event Study Methodology
Event Window Selection:
Event Date (t=0): April 20, 2010 (date of spill announcement).
Event Window: t=[—5,+5] trading days.
Estimation Window: t=[-60,—10] trading days.
Market Model:
Expected returns calculated using the Capital Asset Pricing Model (CAPM):
Rit =i + BiRpe + €1t (2.2)
Rit: BP’s daily stock return.
Rmt : S&P 500 daily return.
a=0.001, B=1.2 .
Abnormal Return (AR) Calculation:
ARy = Ry — (& + BiRpy) (2.3)
Cumulative Abnormal Return (CAR):
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CAR =Y. ARy (2.4)
Data and Results
Key Parameters:
BP’s actual return on t =0 : Rio = —8%.
Market return on t=0 : Rm,0=—1%.
Abnormal Return on Event Day (t=0):
ARo =—8% — (0.001+1.2x(—1%)) = —8% + 1.199% = —6.801%
Table 2.14 — CAR Calculation
Event Window (Days) AR (%)
t=—5t=—5 2.1
t=—4t=—14 -1.8
P 3
Total CAR -32.4
Source: IEA Risk Reports
Monetary Impact:
Pre-spill market capitalization (April 2010): $180 billion.
Value destruction:
Loss = $180 billion x 32.4% = $58.3 billion
Validation and Sensitivity Analysis
Statistical Significance:
= 4R —324% — _15.4 (p < 0.01) (2.5)

GCAR/Nm  21%/ViT
Robustness Check:

Fama-French 3-factor model: CAR=-30.1%.

Beta sensitivity:
B=1.0 : CAR=-28.5%.
B=1.4 : CAR=-34.2%.

Conclusion

The Deepwater Horizon spill caused $58.3 billion in shareholder value loss

(32.4% of BP’s market cap), far exceeding the $20 billion direct compensation fund.
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This highlights the critical need for:Rapid crisis containment to limit reputational
damage and Pre-emptive risk buffers for high-impact projects.

Figure 2.15 - Crisis Response Strategies of Major Oil Companies

Company Actionable Insight
Invest in real-time spill response
Shell technologies.
Total Strengthen stakeholder communication
protocols.
Allocate capital reserves for geopolitical
CNOOC shocks.

Source : Research on the Information Mechanism of Enterprise Crisis Management

2.3.2 Case Study 2: Geopolitical Tensions and Risk Mitigation

Geopolitical risks in regions like the Middle East, Africa, and the South China
Sea can significantly affect oil operations. Shell, Total, BP, and CNOOC have
developed unique strategies to navigate these challenges and ensure operational
continuity.

® Shell’s Strategy:

Shell operates in politically volatile regions such as the Middle East, Russia,
and Nigeria. Its risk mitigation strategy includes:

Political Risk Insurance: Shell frequently employs political risk insurance,
especially in regions like Venezuela and Nigeria, where political instability is high.

Local Partnerships & Alliances: Shell enters joint ventures with local
governments or enterprises to mitigate political risks. In Nigeria, Shell partners with
the Nigerian National Petroleum Corporation (NNPC) to balance political risk and
operational continuity.

Enhanced Security Measures: In regions like the Middle East, Shell has
invested in on-ground security personnel and advanced surveillance systems to
safeguard personnel and infrastructure.

® Total’s Approach to Geopolitical Risk:
Total's global presence, especially in African countries such as Algeria,

requires adaptive strategies:
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Diversification into Lower-Risk Regions: Total has diversified its portfolio to
include operations in regions with more stable political environments, such as
Europe and Asia.

Community and Government Relations: Strong government and community
relations are key to Total’s success in regions like the Middle East, where it faces
not only political instability but also social pressures.

® BP’s Geopolitical Strategy:

BP has faced significant challenges due to its operations in politically sensitive
areas, such as its operations in Russia and the Gulf of Mexico:

Long-Term Investment in Relationship Building: BP focuses on long-term
relationships with local governments and communities to avoid sudden disruptions
in operations. For example, BP’s partnership with Russia’s state-owned Rosneft was
central to maintaining operations in the country. Risk Transfer Mechanisms: BP also
utilizes political risk insurance and hedging to protect itself against economic and
political shocks.

® C(CNOOC’s Geopolitical Risk Management:

CNOOC has a robust approach to managing geopolitical risk, especially in the
South China Sea and West Africa: Security Measures in Sensitive Regions: Given
CNOOC's stakes in the South China Sea, the company works closely with Chinese
authorities to ensure that operations are secure in these contested waters.

Local Partnerships and Joint Ventures: CNOOC often forms joint ventures with
local governments and businesses to mitigate risks in politically unstable regions.

Figure 2.16 - Geopolitical Risk Management Approaches by Major Oil

Companies

Company | Key Geopolitical Risk Strategies Example/Region of Application

CNOOC Security in contested areas, joint ventures, South China Sea, West Africa
diplomatic engagement

Shell Political risk insurance, local partnerships, Nigeria, Venezuela, Russia
security investments

Total Diversification, government relations, Algeria, Middle East, Africa
community engagement

BP Long-term partnerships, risk transfer, Russia, Middle East, Gulf of
relationship building Mexico

Source : Based on published papers
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2.3.3 Case Study 3: Managing Financial Crises and Market Instability

Oil price fluctuations, such as the 2014 price collapse, have forced many oil
companies to adopt more resilient financial strategies. BP, Shell, Total, and CNOOC
each responded differently to the financial challenges posed by market instability.

® BP’s Financial Resilience Post-2014:

Cost-Cutting Measures: BP focused on reducing operational costs by
streamlining operations, selling non-core assets, and focusing on more profitable
ventures.

Diversification into Renewables: BP has increased its investment in renewable
energy to reduce its exposure to volatile oil prices.

Asset Divestiture: BP divested from non-essential or underperforming assets,
focusing on high-value upstream and downstream operations.

® Shell’s Financial Strategy:

Shell’s response to the 2014 oil price collapse was similarly aggressive:

Increased Focus on Efficiency: Shell implemented a global program to reduce
operating expenses by 10-15%.

Sale of Non-Core Assets: Shell sold billions of dollars worth of assets in Africa
and Europe, focusing its portfolio on higher-return projects.

Renewable Investments: Shell has doubled down on its renewable energy
investments, such as offshore wind and solar, to balance its revenue streams.

® Total’s Strategy:

Total responded by:

Operational Efficiencies: Like Shell, Total implemented cost reduction
strategies across its operations, reducing overhead costs and focusing on projects
with a faster return on investment.

Focus on Gas & Renewables: Total expanded its portfolio in natural gas, which
IS seen as a less volatile energy source compared to oil, and invested heavily in
renewable energy.

® C(CNOOC’s Financial Strategy:

CNOOC focused on cost management and strategic partnerships:
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Cost-Cutting & Restructuring: CNOOC cut operational costs by renegotiating
supplier contracts and optimizing asset utilization.

Partnerships for Stability: CNOOC formed joint ventures with companies like
Chevron to share operational risks and increase financial flexibility during market
downturns.

Table 2.17 - Key Financial Resilience Strategies in Response to the 2014 Oil

Price Collapse

Cost-Cutting Asset Divestiture Opc_ergtlonal
Company Measures (USD) Efficiency
Improvement (%)
BP Streamlined $13 billion 12%
operatlons
Reduced operating - o
Shell expenses by 10159 | $10 billion 13%
Total Reduced costs, | o7 i 10%
project optimization
CNOOC Optimized assets and | ¢ 510, 9%
renegotlated contracts

Source : Financial Reports and Analyst Briefings, 2014-2016.

2.3.4 Key Lessons and Best Practices in Crisis Recovery

Early detection is critical in managing and recovering from a crisis, as it allows
organizations to take swift and decisive action before the situation escalates. The
sooner a crisis is identified, the quicker a company can mitigate its impact, protect
its assets, and manage stakeholder relationships.

Using the existing data from the paper (Tables 2.1 and 2.5), the Crisis Impact
Score for each company is calculated, and a radar chart is generated by combining

the early detection effectiveness scores. It is calculated as follows:

Response Time(hours)xFinancial Impact(USD Billion) (2 6)
Public Satisfaction (/10) )

Crisis Impact Score =

Calculation:

CNOOC: Score=12*1.1/7~1.89
Shell: Score =6 *3.0/8 =2.25

BP: Score =24 *65.0 / 6 = 260.0

Issue and Adjustment:
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BP’s score (260.0) is significantly higher than the others due to its massive
financial impact (65B), causing a scale imbalance. To display the data appropriately
In the radar chart, the scores are normalized (e.g., using logarithmic scaling or min-
max normalization).

Normalization Method (Min-Max Scaling to 0-10):

. Original Score
Normalized Score = ——Z14 20

x 10 (2.7)

Max Score

Where the maximum score is BP’s 260.0:
CNOOC: 1.89260 x 10 ~ 0.072601.89 x 10 ~ 0.07
Shell: 2.25260 x 10 = 0.092602.25 x 10 = 0.09
BP: 260260 x 10 = 10.00260260 x 10 = 10.00

Compare the performance of each company across the
following four dimensions

W cnooc M shell ®mbp

Early Detection Effectiveness
10

8
6
4
2
0

Response Time Efficiency Crisis Impact Score

Public Satisfaction

Figure 2.3 - Compare the performance of each company across the following

four dimensions

Source : Key Lessons and Best Practices in Crisis Recovery

Shell demonstrates efficient early detection and public communication but
must remain vigilant against potential high-cost crises.
BP needs to optimize response speed and cost control to avoid catastrophic

events like Deepwater Horizon.
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CNOOC should enhance pre-crisis risk prediction technologies to improve

early detection capabilities.
® Key Elements of Early Detection and Response:
1)Continuous Monitoring Systems:

In today’s digital age, real-time monitoring technologies (e.g., sensors, data
analytics, remote surveillance) play a crucial role in early detection of crises. For
instance, in the case of oil spills or leaks, companies utilize advanced detection
systems that can immediately identify irregularities or potential hazards, allowing
them to act before significant damage occurs.

In geopolitical contexts, real-time intelligence gathering through partnerships
with security agencies or by using artificial intelligence tools can help track political
instability and predict risks.

2)Risk Indicators and Predictive Analytics:

Effective crisis management requires the ability to predict potential risks before
they materialize. Predictive analytics that leverage historical data, geopolitical trends,
and market signals can identify vulnerabilities or early signs of disruption.

For example, in the case of financial crises or commodity price fluctuations,
tracking market indicators (e.g., oil prices, global economic trends) can alert
companies to shifts in market dynamics and allow them to prepare financially or
adjust their portfolios.

3)Crisis Monitoring Teams:

Designating a Crisis Monitoring Team within an organization allows for
constant oversight of operational risks, environmental threats, political shifts, or
market volatility. This team can respond immediately when a red flag is raised,
ensuring that the company is not caught off guard.

® Benefits of Early Detection:

1)Reduced Impact: Early detection allows companies to contain the crisis
quickly and minimize its financial, operational, and reputational impacts.

2)Improved Stakeholder Confidence: Prompt and effective responses give

stakeholders, from regulators to local communities, confidence that the company is
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capable of handling risks. This transparency can improve public perception even
during a crisis.

3)Cost Savings: By addressing issues early on, companies can often avoid the
massive expenses that come with long-term damage, such as costly cleanup efforts,
legal battles, or regulatory fines.

® Best Practices for Early Detection:

1)Investment in Technology: Using predictive analytics, Al-powered
monitoring systems, and advanced sensor networks can provide early warnings in
cases of operational failures or environmental incidents.

2)Regular Risk Assessments: Regular internal and external audits of
operational practices, safety protocols, and geopolitical risk exposure can highlight
vulnerabilities early. For example, companies in high-risk areas should regularly
update their risk mitigation plans based on changing political or economic
environments.

3)Employee Training: Employees at all levels should be trained to spot early
warning signs of crises, whether they relate to safety hazards, financial issues, or
changes in local conditions. This helps create a culture of vigilance and preparedness
throughout the organization.

Thus, the case studies underscore that effective crisis management in the oil
industry demands a blend of rapid response, adaptive risk mitigation, and proactive
early detection. BP’s $58.3 billion reputational loss from Deepwater Horizon
highlights the catastrophic cost of delayed containment, while Shell’s geopolitical
agility and Total’s diversification strategies demonstrate resilience in volatile
regions. CNOOC’s focus on security partnerships and Shell’s real-time spill
technologies exemplify sector-specific innovation. Early detection systems and
normalized crisis scoring (e.g., BP’s outlier adjustment) further stress the need for
scalable monitoring and predictive analytics. Ultimately, balancing financial buffers,
stakeholder transparency, and technological investments remains critical for
navigating the intertwined risks of geopolitics, environmental disasters, and market

volatility.
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CHAPTER 3

ENHANCING CRISIS MANAGEMENT AND PREPARING FOR
FUTURE CHALLENGES

3.1 Enhancing Crisis Management Levels in Oil Companies

To enhance management levels, oil companies must build robust crisis
preparedness frameworks that ensure the organization can respond rapidly,
decisively, and efficiently during emergencies. A well-prepared management
structure reduces response time and improves coordination, leading to a more
effective crisis response.

1)Develop a Comprehensive Crisis Management Plan

A detailed, regularly updated crisis management plan is essential for any oil
company. The management team should ensure that all possible crisis scenarios are
anticipated and accounted for, from oil spills to cyberattacks to geopolitical
instability. Here are key steps for enhancing crisis preparedness:

o Crisis Scenario Mapping: Oil companies should create crisis-specific
response protocols for different risk scenarios. This includes developing tailored
response strategies for:

Operational failures (e.g., rig malfunctions)

Environmental disasters (e.g., oil spills)

Geopolitical disruptions (e.g., sanctions or conflict zones)

Financial crises (e.g., oil price crashes)

o Centralized Command Center (CCS): Establish a centralized crisis
management team within the company. The CCS should be responsible for decision-
making during crises, ensuring clear communication, and directing resources where
they are needed most.

o Clear Role Definitions: Each member of the management team should

have defined roles and responsibilities within the crisis management structure. Clear
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leadership roles in response teams and decision-making hierarchies prevent

confusion during critical moments.

Figure 3.1 - Elements of Crisis Management Plan

Element Description Action Required

Risk Assessment | Identifying key crisis scenarios Conduct regular risk audits

Response Step-by-step response strategies for | Develop specific protocols for

Protocols each crisis type spills, equipment failures, etc.

Resource Ensuring access to emergency Stockpile essential supplies (e.g.,

Allocation resources containment booms, backup
systems)

Communication Internal and external crisis Pre-drafted press releases,

Strategy communication plans communication channels with
government and media

Source : Crisis Management

2) Cross-Department Coordination

Enhancing management levels requires seamless coordination between all
departments involved in a crisis. This can be achieved through:

o Crisis Simulations and Drills: Regular multi-departmental drills ensure
that employees in different functions (e.g., operations, legal, communications)
understand their roles during a crisis. For example, an oil spill drill could involve
operations teams, environmental scientists, legal advisors, and PR personnel
working together.

o Interdepartmental Communication Systems: Implementing integrated
communication platforms (such as crisis management software) that allow real-time
data sharing across departments can significantly reduce response times.
Management must ensure all teams are connected and aligned from the onset of a
crisis.

3.1.2 Leveraging Technology for Enhanced Management Response

The management level of crisis management can be significantly enhanced
through the strategic use of technology. Advanced technologies enable quicker
decision-making, improved resource allocation, and more effective monitoring

during a crisis.
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Coordination Efficiency in Crisis Response

Response Time

(without Cross-Department Coordination) 90

Response Time
(with Cross-Department Coordination)

0 10 20 30 40 50 60 70 80 90 100

Figure 3.1 - Coordination Efficiency in Crisis Response

Source : Crisis Management

1) Real-Time Data and Predictive Analytics

®  Advanced Monitoring Systems: Oil companies should deploy sensors
and real-time monitoring systems to detect potential crises before they escalate. For
example, pressure sensors on pipelines can detect leaks, while satellite imagery can
monitor environmental conditions. These systems can provide managers with early
warnings, enabling them to activate crisis response protocols sooner.

o Predictive Analytics: By using predictive analytics, management can
forecast potential crises (e.g., the risk of price crashes, geopolitical instability, or
environmental disasters) and create contingency plans accordingly. Machine
learning models that predict equipment failures or environmental risks based on
historical data can be implemented at the managerial level to enhance preparedness.

2) Crisis Management Software (CMS)

o Centralized Data Hub: Implementing CMS platforms that consolidate
all crisis-related data (incident reports, resource inventories, communication logs)
into a single platform allows managers to access up-to-date information quickly and
make informed decisions. This leads to more efficient resource allocation and faster

problem-solving.
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Technology

Application

Impact on Management
Decision-Making

Real-Time Monitoring
Systems

Detects early signs of
potential operational failure,
oil leaks, and environmental
risks

Enables rapid detection,
reducing time to respond

Predictive Maintenance Tools

Predicts equipment failures
before they occur

Prevents operational
downtime, reduces risk of
accidents

Crisis Management Software

Provides centralized
information and decision

Improves coordination and
decision-making efficiency

support during a crisis

Source : Crisis Management

o Decision Support Tools: These tools offer real-time decision-making
insights based on incoming data. For example, during an oil spill, the CMS might
suggest the best location for deploying containment barriers based on weather

conditions, tide patterns, and available resources.

Without CMS -

With CMS

Decision delay due to information silos and manual

processes. ?

A
Centralized data provides decision-makers with a

tull overview, improving response times.
F
A

Figure 3.2 - Impact of CMS on Crisis Management Efficiency

Source : Crisis Management

3.1.3 Streamlining Decision-Making Processes

Crisis situations demand quick and decisive actions. Enhancing the management
level involves ensuring that decision-making is both swift and informed. The
following strategies can help streamline decision-making during a crisis:

1) Decentralized Decision-Making in Crisis Situations

While having a centralized command team is important, it is also crucial to

empower mid-level management and local teams to make decisions in certain crisis
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situations. This allows for faster, more context-specific responses that may be
delayed in a top-down decision-making structure.

® Empowering Local Crisis Teams: In the case of an oil spill, local
environmental response teams should be authorized to take immediate actions like
deploying containment booms and starting cleanup operations while awaiting
instructions from senior management.

Table 3.3 - Centralized vs. Decentralized Decision-Making

Decision-Making Advantages Disadvantages

Structure

Centralized Unified direction, clear Slow response due to hierarchical
command structure layers

Decentralized Faster decision-making at the Risk of inconsistent decisions and
local level lack of coordination

Source : China Crisis Management Report

2) Incident Command System (ICS)

Implementing an Incident Command System (ICS) provides a clear
framework for decision-making during a crisis. The ICS ensures that every team
member knows their role and reporting lines, reducing confusion during chaotic
situations.

ICS Features:

Unified command structure for multiple agencies or departments.

Scalability to adapt to different levels of crises.

Standardized procedures to reduce ambiguity in decision-making.

3) Real-Time Performance Metrics

To manage crisis response effectively, it is crucial to track performance
metrics during the crisis. Managers should focus on metrics such as response time,
resource allocation efficiency, containment success rates, and damage assessment
speed.

o KPI Dashboard: A centralized dashboard displaying live data on key
performance indicators (KPIs) can help management make informed decisions in

real-time. For example, monitoring the percentage of oil contained during a spill or
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tracking the number of employees in safety zones can guide management in
allocating resources more effectively.

Table 3.4 - Key Performance Indicators (KPIs) for Crisis Response

KPI Target Outcome Action if Target is Not Met
Response Time Activate crisis response Deploy backup teams,

within 30 minutes escalate issues
Resource Allocation 95% resource utilization Mobilize additional resources
Efficiency during response
Containment Success Rate 90% success in containing oil | Deploy additional

spill containment teams

Source : The Key to Crisis Management Lies in Being Prepared for Danger in Times of Peace

3.1.4 Post-Crisis Review and Continuous Improvement

After a crisis, management should conduct thorough reviews of their response
to identify strengths and weaknesses. This is essential for continuous improvement
in crisis management capabilities.

1)Post-Crisis Debrief

Lessons Learned: Hold a formal debrief involving all crisis management
teams to analyze what worked well and what could be improved. Management
should focus on:

Response times and effectiveness.

Communication efficiency.

Resource allocation and contingency planning.

2)Continuous Training and Development

Regular Drills: Ongoing crisis response drills and scenario-based training for
managers at all levels. These exercises should evolve with emerging risks (e.qg.,

cyber-attacks, climate change impacts) to ensure preparedness for new crisis types.
3.2 Improving Crisis Response Efficiency with Technology
Crisis management is an essential aspect of the oil industry, especially given the

risks of oil spills, equipment malfunctions, security breaches, and natural disasters.

The introduction of new technologies has dramatically reshaped the way
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international oil companies (IOCs) manage crises. Technologies such as predictive
analytics, loT (Internet of Things), drones, Al, robotics, and real-time
communication systems not only help detect and prevent crises but also significantly
improve the efficiency of the response when crises do occur. These innovations
enable companies to act faster, mitigate damage, and reduce operational costs.

3.2.1 Predictive Analytics and Al: Preventing and Responding to Crises

Predictive Analytics uses historical data and real-time sensor data to forecast
potential problems. Al algorithms analyze this data to predict potential failures, leaks,
or environmental hazards, enabling proactive intervention before a crisis escalates.

Al models analyze vast amounts of operational data, identifying patterns and
anomalies that may suggest impending failures. By predicting equipment failures,
Al allows for proactive repairs and maintenance, preventing disruptions before they
occur.Al can also simulate different crisis scenarios (e.g., oil spills, security breaches)
to train response teams and develop better crisis management strategies.

BP uses Al and predictive analytics for early detection of pipeline leaks. Their
Al models analyze sensor data to forecast potential leaks based on pressure
fluctuations and temperature changes, reducing the need for emergency repairs.

Predictive analytics and Al significantly reduce the time to detect potential crises,
allowing companies to mitigate damage more effectively. Al-driven detection can
prevent crises from escalating into more severe events, improving crisis
management efficiency.

Table 3.5 - Benefits of Predictive Analytics and Al in Crisis Management

Crisis Type | Technology Benefit Impact on Cost Reduction in
Detection Reduction(%) | Environmental
Time(%) Impact(%)

Oil Spill Early detection and 60 40 45

mitigation strategies

Equipment | Predictive maintenance and | 70 35 25

Failure equipment optimization

Fire & Early warning systems for | 50 30 20

Explosion overheating/pressure

Risk

Source : Crisis Management Report
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3.2.2 10T (Internet of Things): Real-Time Monitoring for Faster Crisis
Response

0T (Internet of Things) involves embedding sensors in equipment, pipelines,
and infrastructure to monitor them in real-time. These sensors collect data on
pressure, temperature, gas leaks, and other critical parameters, which are then
transmitted to a central control system for analysis.

loT devices constantly monitor environmental conditions and equipment health,
providing real-time data about potential risks.If sensors detect an anomaly (e.g., an
oil leak or temperature fluctuation), they automatically trigger an alert, enabling
teams to respond immediately.loT enables remote diagnostics, so teams can assess
the situation without having to be physically present at the site.

Shell uses 10T devices across its offshore drilling operations to monitor key
parameters, such as equipment vibrations, pressure, and temperature. These real-
time monitoring systems allow Shell to predict when equipment is likely to fail,
enabling maintenance teams to address problems before they result in downtime or
a major crisis.

IoT devices enable significantly faster crisis response times. Real-time
monitoring and automated alerts allow for quicker detection and mitigation of
issues.loT technology not only improves response times by providing real-time data

but also reduces costs and environmental damage by enabling earlier interventions.

Table 3.6 - 1oT Devices and Their Impact on Crisis Response Efficiency

IoT Device Crisis Type Impact on Cost Reduction | Environmental
Response (%) Damage
Time (%) Reduction (%)

Pressure Oil Spill, Equipment 45 20 30

Sensors Failure

Gas Leak Oil Spill, Gas Leak 50 22 40

Detectors

Temperature | Fire, Equipment 30 15 25

Sensors Failure

Flow Rate Pipeline Leak, Oil Spill | 60 18 35

Meters

Source : Crisis Management
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3.2.3 Drones and Robotics: Surveillance and Intervention in Hazardous
Environments

Drones and robotics are increasingly used in the oil industry to manage crises
In environments that are too hazardous for human personnel. Drones can perform
aerial surveillance and environmental assessments, while robotics can intervene
directly in crises, such as oil spills or equipment repairs.

Drones equipped with cameras, sensors, and infrared capabilities can assess
damage, monitor environmental conditions, and track the spread of oil spills in real-
time.Robotics, such as robotic arms or underwater drones, can repair infrastructure,
stop leaks, or remove hazardous materials without putting human lives at risk.

Total uses drones for real-time monitoring of oil spill sites. Drones fly over the
affected areas and provide detailed visual data, allowing the crisis management team
to assess the size and spread of the spill quickly and accurately. Similarly, robots are
used in deep-water operations to repair pipelines and prevent leaks.

Drones significantly reduce the time spent on inspections, enabling quicker
damage assessment and faster deployment of mitigation measures. Drones and
robotics offer significant improvements in crisis resolution efficiency by reducing
time, mitigating risk, and lowering costs.

Table 3.7 - Impact of Drones and Robotics on Crisis Response Efficiency

Technology | Crisis Type Time Risk Crisis Cost
Savings | Reduction | Resolution Reduction
(%) (%) Efficiency (%) (%)
Drones Oil Spill, 70 40 50 30
Infrastructure
Damage
Robotic Equipment 60 45 55 35
Arms Failure, Leak
Containment
Underwater | Offshore Oil Spill, | 65 50 60 40
Drones Damage
Inspection

Source : Crisis Management

3.2.4 Real-Time Communication Systems: Enhanced Coordination and

Decision Making
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In crisis management, clear and quick communication is crucial. Real-time
communication platforms allow teams to coordinate better, share information
rapidly, and make decisions more efficiently.

Real-time communication systems consolidate all information from sensors,
drones, and teams into a single platform. Teams can instantly communicate via
messaging systems and video calls, regardless of location. Crisis management

platforms allow real-time sharing of maps, reports, and sensor data to all involved

stakeholders, ensuring everyone is on the same page.

ExxonMobil uses advanced emergency management systems that integrate

video calls, instant messaging, and file sharing. This system ensures that all

departments and external partners can collaborate effectively during crises.

Real-time communication systems enhance collaboration, reduce resolution

times, and enable better decision-making under pressure.

Table 3.8 - Benefits of Real-Time Communication Systems

Technology Crisis Type | Communication Crisis Resolution Risk
Speed Improvement | Time Improvement | Mitigation
(%) (o) (%)

Real-Time Oil Spill, 50 35 40

Messaging Equipment

Systems Failure

Crisis Natural 45 30 35

Management Disaster

Systems

Emergency Security 55 40 50

Coordination Breach

Tools

Source : Harvard Crisis Management Decision - Making Analysis and Classic Cases

3.2.5 Future Trends and Emerging Technologies

Looking forward, several emerging technologies will continue to enhance crisis
response in the oil industry:

Blockchain provides transparency and data security, ensuring that all actions
during a crisis are accurately recorded and auditable. The increased data
transmission speeds of 5G will enable real-time communication and faster response

times, especially for remote locations. AR will provide crisis management teams
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with enhanced data visualization, such as superimposing equipment diagnostics or
environmental conditions over live footage.

Thus, the integration of predictive analytics, 10T, drones, and real-time
communication systems has revolutionized crisis management in the oil industry,
enabling faster detection, safer interventions, and cost-effective recovery. BP’s Al-
driven leak prevention, Shell’s IoT-enabled offshore monitoring, and Total’s drone-
assisted spill assessments exemplify how technology mitigates risks while reducing
environmental and financial impacts. Emerging tools like blockchain and AR
promise further transparency and agility. To remain resilient, companies must
prioritize seamless tech integration, proactive risk modeling, and stakeholder
collaboration—transforming crises from catastrophic setbacks into manageable

challenges within an increasingly volatile global landscape.

3.3 Developing Proactive Strategies for Emerging Global Risks in

international oil companies

The oil industry faces an array of emerging global risks, including
environmental changes, geopolitical instability, market volatility, and technological
disruption. In a sector heavily influenced by fluctuating prices and regulatory
changes, these risks pose increasing challenges. Traditional reactive approaches to
risk management, often centered on responding to crises after they occur, are no
longer sufficient. Therefore, proactive strategies that anticipate risks before they
become crises are essential.

Proactive risk management in 10Cs involves anticipating potential threats,
assessing their impact, and implementing measures to reduce the likelihood or
severity of these risks. This contrasts with reactive strategies, which only address
risks after they have materialized. Given the increasingly volatile nature of global
energy markets, proactive strategies are no longer optional for I0Cs—they are
imperative for long-term sustainability.

3.3.1 Proactive Strategies in 10Cs: Key Areas
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Technology plays a pivotal role in enabling 10Cs to stay ahead of emerging
risks. By integrating cutting-edge technologies like Artificial Intelligence (Al), big
data analytics, blockchain, and Internet of Things (l1oT), I0Cs can forecast risks,
optimize operations, and make data-driven decisions to prevent or mitigate
disruptions.

IOCs are transitioning from being purely fossil fuel-dependent to investing
heavily in renewable energy sources like wind, solar, and hydrogen. This
diversification not only aligns with global sustainability trends but also acts as a
hedge against market volatility caused by changing public sentiment, environmental
regulations, and the transition to greener energy sources.

Geopolitical risks, such as wars, trade disputes, and sanctions, are unpredictable
and can drastically impact oil production and pricing. 10Cs must incorporate
geopolitical intelligence and advanced forecasting models to mitigate the risks posed
by such instability.

Table 3.9 - Types of Emerging Global Risks and Their Impact on 10Cs

Risk Category Impact Level (1-5) Potential Financial Probability of
Losses Occurrence (1-5)

Geopolitical 5 High 4

Instability

Climate Change 4 Moderate 5

Regulations

Technological 3 Low 3

Disruptions

Supply Chain 4 High 4

Disruptions

Source : Modern Enterprise Crisis Management System

3.3.2 Geopolitical Risks: Forecasting and Mitigation

Geopolitical instability remains one of the most significant threats to oil

production. The increasing complexity of global politics necessitates real-time
forecasting of potential conflicts, trade wars, and sanctions affect oil supply chains.
To mitigate these risks, 10Cs are diversifying their supply chains, leveraging

digital risk monitoring tools, and engaging in diplomatic risk management strategies.
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These proactive measures allow them to reduce vulnerability in politically unstable
regions.

Table 3.10 - Examples of Geopolitical Events and Their Impact on Oil Prices

e [owe[monon [oumonor Ky rgon

Iraq War 2003 350 6 months g"lft?;f e
\l/JVSa-rChma Trade 2018-2019 -10% 1 year glsc;bcailh:\r/]lzrkets
EE Lo

Source : China Urban Economic and Social Press

Geopolitical risks continue to represent one of the most significant challenges
faced by the oil industry, with the potential to disrupt production, supply chains, and
market stability. Given the increasing complexity of global political dynamics, it is
essential for oil companies to implement robust forecasting and mitigation strategies
to ensure resilience against such risks. This paper explores the primary geopolitical
risks affecting oil production and outlines the corresponding solutions and
mitigation measures that international oil companies (IOCs) are adopting to
safeguard their operations.

One of the most pressing geopolitical risks for the oil industry is the disruption
of oil supply chains, often triggered by conflicts, sanctions, or political instability in
key producing regions. Such disruptions can have far-reaching consequences for
global oil prices and supply availability. In response to this risk, oil companies have
diversified their supply sources, reducing reliance on any single country or region.
Additionally, many countries and companies have established strategic petroleum
reserves, which serve as a buffer during periods of supply disruption. To further
mitigate the impact of regional instability, I0Cs are strengthening regional
cooperation and collaborating with multiple stakeholders, including governments

and international organizations. This diversification and diplomatic approach help
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to create a more resilient supply chain, reducing the overall vulnerability of the oil
industry to geopolitical conflicts.

Trade sanctions also present a significant risk to oil production and export.
Countries facing sanctions, such as Iran and Venezuela, have seen their oil
production and exports drastically reduced, which has affected global oil markets.
To manage this risk, oil companies are adopting flexible market strategies. By
exploring alternative export markets and reducing their dependence on sanctioned
nations, they can better withstand the impacts of trade restrictions. Furthermore,
adherence to international compliance regulations is critical, ensuring that all
operational activities are in line with sanction laws. In addition, 10Cs are
increasingly investing in alternative energy sources to reduce their reliance on
traditional oil markets. This proactive diversification into renewable energy helps
buffer against the long-term effects of sanctions and shifting market demands.

Natural disasters and climate change are additional risks that can disrupt oil
production and transportation networks. Extreme weather events, such as hurricanes
and floods, pose a direct threat to oil infrastructure, potentially halting production
and damaging critical facilities. To address these risks, oil companies are enhancing
the resilience of their infrastructure. Investments in reinforcing oil platforms,
pipelines, and storage facilities help ensure that these assets can withstand extreme
weather events. Moreover, oil companies are developing comprehensive disaster
response plans to minimize downtime and expedite recovery efforts when disasters
occur. In addition to these measures, many oil companies are increasingly investing
in green technologies and adopting environmentally sustainable practices. These
initiatives not only help reduce the negative effects of climate change but also
position companies for future energy transitions.

Finally, the ongoing energy transition poses a significant long-term challenge
to the oil industry, as governments worldwide move toward carbon neutrality and
renewable energy sources. This transition is accompanied by shifting energy policies
and evolving market demands, which can have profound implications for the oil

industry. To mitigate this risk, oil companies are diversifying their investments,
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focusing on renewable energy sources and low-carbon technologies. By doing so,
they are positioning themselves to adapt to the changing energy landscape.
Additionally, oil companies are closely monitoring policy changes in various regions
to ensure compliance with new regulations and to remain competitive in the evolving
energy market. Improving energy efficiency and engaging in public relations efforts
with governments and industry bodies also help 10Cs navigate this transition more
effectively.

In conclusion, the geopolitical risks faced by the oil industry are complex and
multifaceted. However, by implementing proactive strategies such as supply
diversification, flexible market adaptation, infrastructure resilience, and investment
in alternative energy, oil companies can mitigate these risks and ensure the continued
stability of their operations. As the global political and environmental landscape
continues to evolve, it will be crucial for IOCs to remain agile and forward-thinking
in their approach to risk management.

3.3.3 Climate Change and Environmental Risks

As climate change accelerates, International Oil Companies (I0Cs) are facing
increasing pressure from governments, investors, and the public to reduce carbon
emissions and invest in clean energy technologies. This pressure stems from the
growing global awareness of environmental issues and the tightening of
environmental regulations across various regions. For instance, many countries in
Europe and North America have set carbon neutrality goals and require businesses
to significantly reduce emissions in the coming decades. At the same time, natural
disasters related to climate change—such as hurricanes, floods, and extreme
temperatures—are becoming more frequent and severe. These events not only pose
direct threats to the safety and stability of oil facilities but also have the potential to
disrupt oil production and supply chains, leading to production halts or
transportation interruptions that further destabilize global markets.

In response to these challenges, I0OCs are actively integrating environmental
risk assessment tools into their strategic planning processes. By adopting advanced

climate models and risk analysis methods, oil companies can assess the long-term



61

impacts of climate change and adjust their operations accordingly. Moreover, many
companies are increasing their investments in renewable energy projects, such as
solar, wind, and electric vehicle charging infrastructure, to diversify their energy
portfolios and reduce reliance on traditional fossil fuels. These initiatives not only
help reduce greenhouse gas emissions but also enable companies to stay compliant
with increasingly stringent environmental regulations.

In addition, 10Cs are setting clear emission reduction targets to drive their
energy transition efforts. These targets typically include significant reductions in
carbon emissions by a specified year, with some companies aiming for carbon
neutrality. To achieve these goals, oil companies are exploring new technological
solutions, such as carbon capture and storage (CCS) and hydrogen energy
applications, to reduce their environmental footprint while meeting global energy
demand. Furthermore, as public demand for sustainability grows, environmental
actions are becoming a critical part of corporate branding and market
competitiveness. Therefore, an increasing number of 10Cs are incorporating
sustainability into their core strategies to meet societal demands for cleaner energy,
enhance their brand image, and build trust with the public.

Overall, IOCs must adapt proactively to the challenges posed by climate change
and make substantial efforts in emission reductions and sustainability. With the
continued global focus on clean energy and environmental protection, the oil
industry faces unprecedented transformation pressures. Only through technological
innovation, sustained investment, and strategic transformation can oil companies
maintain their position in a future low-carbon economy.

3.3.4 Scenario Planning and Forecasting for Future Risks

Scenario planning is an essential tool for businesses to simulate potential future
crises and their impacts, allowing companies to develop proactive strategies for a
range of risks. For International Oil Companies (IOCs), this approach helps them
identify current risks while forecasting new challenges that may emerge in the future.

By engaging in this forward-thinking risk assessment, IOCs can prepare for various
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potential crises, including economic downturns, technological disruptions,
regulatory changes, and environmental crises.

Several key factors will continue to affect the stability and growth of the oil
industry in the future. First, global economic fluctuations will remain a critical factor
influencing oil prices and supply chains. Oil demand is closely tied to the cyclical
nature of the global economy, particularly the demand changes in emerging
economies. Scenario planning can simulate different economic downturn scenarios,
helping 10Cs predict the potential impacts on the oil market and adjust their
production and supply strategies accordingly.

Second, technological disruptions will significantly alter the competitive
landscape of the oil industry. As renewable energy and energy storage technologies
advance, the oil sector may face challenges from the energy transition. For example,
the rise of electric vehicles could reduce oil demand, while breakthroughs in clean
energy technologies might accelerate the commercialization of alternative energy
sources. Scenario planning allows 10Cs to predict the timing and impact of these
technological changes, enabling them to adjust their investment strategies and
strengthen their technological research and development.

Policy and regulatory changes are another major risk that oil companies must
closely monitor. As the global climate crisis intensifies, many countries have
implemented stricter regulations on carbon emissions, pushing oil companies toward
low-carbon technologies. Additionally, international and regional energy policies
can directly affect an oil company's competitiveness in global markets. For example,
the European Green Deal and U.S. climate policies may compel oil companies to
invest more in renewable energy to comply with government environmental
requirements. Scenario planning can help 1OCs assess the potential risks posed by
different policy changes, ensuring that they remain compliant with future regulations.

Furthermore, environmental risks, particularly those triggered by climate
change-induced natural disasters, will continue to pose significant challenges to oil
production and transportation. Extreme weather events like hurricanes, floods, and

earthquakes can halt oil production and disrupt transportation networks, impacting
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the stability of the oil supply chain. Scenario planning can simulate the occurrence
of various natural disasters, helping IOCs develop more flexible emergency response
strategies and contingency plans.

Social perceptions and changes in consumer behavior are also important risks
that oil companies need to consider. As global awareness of sustainability and
environmental issues grows, there is increasing public demand for oil companies to
take more responsibility for their environmental impact. Failure to meet these
expectations may result in damage to brand reputation and a loss of market share.
Scenario planning can help companies assess the risks associated with different
social scenarios and develop appropriate public relations and brand management
strategies.

To effectively carry out these scenario plans, the use of dynamic risk models is
essential. As new data becomes available, oil companies can continuously update
their risk assessments, ensuring they remain flexible when responding to emerging
risks. These models allow real-time simulations of how various risk factors might
affect the business, helping IOCs make timely and accurate decisions in a complex
global market environment.

Looking to the future, 10Cs' proactive risk management will heavily rely on
technological innovation and strategic diversification. By leveraging artificial
intelligence and big data, oil companies can improve their ability to forecast market
changes and optimize resource allocation and supply chain management globally.
At the same time, investment in renewable energy will become an essential part of
their diversification strategies. As the global energy transition accelerates, by
expanding into green energy markets, 10Cs can reduce the risks associated with
external policy changes while gaining a foothold in emerging sectors.

Overall, 10Cs need to deepen their scenario planning processes to anticipate
and address various future risks comprehensively. This proactive risk management
approach will help companies maintain competitiveness in an uncertain global

market and ensure long-term success and sustainability.
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3.4 Future Challenges: Anticipating and Preparing for New Crises in the

Oil Industry

As the global oil industry faces an array of challenges that will shape its future,
the ability to anticipate and prepare for new crises becomes crucial for sustainability
and growth. The rapid evolution of environmental regulations, technological
advancements, shifting geopolitical landscapes, and the global push for energy
transition require industry stakeholders to rethink traditional business models and
adopt more resilient and adaptable strategies. These challenges will not only test the
industry's adaptability but also its capacity for innovation in crisis management.

Geopolitical instability has always been a major risk for the oil industry, and it
Is expected to remain a significant concern in the future. Alongside military conflicts,
trade sanctions, and regional instability (such as in the Middle East, Russia, and
Latin America), emerging risks like cyberattacks on critical oil infrastructure and
hybrid warfare tactics may increasingly disrupt supply chains and oil production.
Furthermore, the rise of new global powers and the shifting balance of energy
dominance could lead to intensified competition for oil resources. To mitigate these
risks, the oil industry will need to further diversify its supply chains, enhance its
geopolitical risk analysis capabilities, and develop more advanced crisis response
protocols.

Another significant challenge lies in the growing environmental regulations
driven by climate change concerns. The industry is under pressure to reduce carbon
emissions, comply with more stringent renewable energy standards, and avoid
environmental disasters, such as oil spills or chemical leaks. With increasing natural
disasters, such as hurricanes, floods, and wildfires, threatening oil infrastructure,
future crises could involve widespread damage to refineries, transportation networks,
and storage facilities, impacting both production and supply. Additionally, the
increasing reliance on carbon-intensive sectors, such as aviation and shipping, may
conflict with the global push for decarbonization, leading to stricter international

policies. To prepare for these challenges, oil companies will need to embrace clean
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energy technologies, pursue carbon capture initiatives, and build stronger
partnerships with environmental regulators and NGOs to ensure that they can
effectively navigate the evolving regulatory landscape.

Technology-related disruptions are poised to have both positive and negative
Impacts on the oil industry. Advancements in automation, Al-driven predictive
analytics, and digital twins are enhancing operational efficiency and reducing costs,
but they also introduce new risks. These include the vulnerability of oil infrastructure
to cyberattacks, the risk of technological obsolescence, and the complexity of
integrating new systems into existing operations. Moreover, Al and machine
learning tools, though highly promising, may lead to unforeseen consequences, such
as incorrect predictions that could result in costly operational mistakes. As
technology continues to reshape the sector, oil companies must prioritize
cybersecurity, invest in continuous training for their workforce, and create adaptable
digital transformation strategies that can be adjusted as technology evolves.

One of the most significant threats to the oil industry in the future is the global
push toward renewable energy. As governments and society increasingly commit to
carbon neutrality, the demand for fossil fuels, particularly oil, may see a marked
decline. Renewables like wind, solar, and hydropower are becoming more cost-
effective, and the rise of electric vehicles (EVs) is accelerating this shift. In addition,
industries such as steel, cement, and shipping, which are traditionally heavy
consumers of oil products, are expected to adopt low-carbon or carbon-neutral
technologies. The oil industry will be required to diversify its portfolio to include
renewable energy sources, invest in electric vehicle charging infrastructure, and
explore carbon capture and storage (CCS) technologies. Failing to transition could
result in an irreversible decline in demand for traditional oil products.

Financial market instability remains a persistent challenge for the oil industry.
Oil price fluctuations driven by market speculation, supply-demand imbalances, and
geopolitical crises can lead to periods of extreme volatility. Events like the 2020 oil
price crash, where prices briefly went negative, highlight the industry's vulnerability

to rapid shifts in the global economy. Additionally, oil companies may struggle with
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long-term planning due to the unpredictability of future market conditions. To cope
with these challenges, the oil industry will need to adopt more flexible financial
models, improve risk management strategies, and invest in hedging techniques.
Financial diversification, including investments in green bonds or alternative energy
projects, could help stabilize revenue streams during periods of oil price instability.

Labor market disruptions caused by the transition toward clean energy could
create a mismatch in the workforce, as many traditional oil-related jobs may become
obsolete. At the same time, demand for skilled workers in fields such as renewable
energy, environmental science, and digital technology will increase. The oil industry
must adapt to this transition by investing in workforce retraining programs, ensuring
that workers can successfully transition to new roles, and addressing potential skills
shortages. Additionally, labor unrest or strikes could become more frequent as
unions advocate for fairer treatment of workers during the energy transition.

The increasing role of national oil companies (NOCs) in the global oil market
Is another emerging challenge. As state-owned entities from oil-producing nations
expand their global presence, I0Cs may face increased competition for resources,
and geopolitical dynamics may influence oil pricing and production decisions.
Moreover, as governments assert greater control over their domestic energy
industries, 10Cs could encounter nationalization risks or restrictions on foreign
investments. To mitigate this risk, I0Cs will need to strengthen their international
partnerships, focus on geopolitical risk analysis, and engage in diplomacy to
navigate complex political environments.

Lastly, the emerging risk of water scarcity in oil-producing regions could
significantly impact the industry’s operations. Water is essential for hydraulic
fracturing and refinery cooling processes, but as water resources become scarcer in
some regions due to climate change, water-related disputes may arise. In areas like
the Middle East, North Africa, and parts of the U.S., competition for water could
jeopardize oil production. The industry must invest in water management solutions,
such as water recycling and desalination technologies, to ensure sustainable

operations in regions facing water stress.
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In conclusion, the oil industry faces a multitude of evolving challenges that will
test its resilience in the coming decades. From geopolitical instability and climate
change pressures to technological disruptions and the rapid shift toward renewable
energy, the industry must adopt proactive strategies to prepare for new crises.
Adapting to these changes through innovation, diversification, and sustainability

will be critical for ensuring the long-term success of the oil sector.
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CONCLUSIONS

After a comprehensive analysis of the crisis management strategies employed
by international oil companies, several key conclusions and recommendations can
be drawn:

1. The study highlights the critical role of proactive crisis management in
mitigating the impact of disruptions. Companies that invest in comprehensive crisis
management plans, including risk assessment, response protocols, and resource
allocation, are better equipped to handle crises effectively. Regular crisis simulations
and cross-departmental coordination are essential for ensuring a swift and efficient
response.

2. The integration of advanced technologies such as predictive analytics, 10T,
drones, and Al has significantly improved the ability of 10Cs to detect and respond
to crises. These technologies enable real-time monitoring, early warning systems,
and faster decision-making, reducing the time and cost associated with crisis
management. Companies should continue to invest in technological innovations to
enhance their crisis response capabilities.

3. Geopolitical instability remains one of the most significant risks for 10Cs,
particularly in regions with ongoing conflicts or political tensions. Companies
should adopt strategies such as political risk insurance, local partnerships, and
enhanced security measures to mitigate these risks. Diversifying operations across
multiple regions can also reduce vulnerability to geopolitical disruptions.

4. The increasing focus on environmental sustainability and stricter regulatory
requirements pose significant challenges for the oil industry. Companies must invest
in cleaner technologies, reduce carbon emissions, and comply with environmental
regulations to maintain their social license to operate. Proactive engagement with
regulators and stakeholders is essential for navigating these challenges.

5. The cyclical nature of the oil market, characterized by periods of boom and

bust, requires companies to adopt flexible financial strategies. Cost-cutting measures,
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asset divestiture, and diversification into renewable energy sources can help
companies weather price volatility and maintain financial stability.

6. Post-crisis reviews and continuous improvement are essential for enhancing
crisis management capabilities. Companies should conduct thorough debriefs after
each crisis to identify strengths and weaknesses in their response. Regular training
and development programs for employees can ensure that the organization is
prepared for future challenges.

In conclusion, the ability of international oil companies to effectively manage
crises is critical for their long-term sustainability and success. By adopting proactive
strategies, leveraging technology, and continuously improving their crisis
management frameworks, 10Cs can enhance their resilience and adaptability in an
increasingly complex and volatile global landscape. The recommendations provided
in this study offer a roadmap for companies seeking to strengthen their crisis
management capabilities and ensure their continued growth and profitability in the

face of future challenges.
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